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 الخلاصة

تمييي  الوجي   ويعي  في  النينوات اللاليي  كبيياا   هتماميا  االشخصيي   المقاييسلاقت تكنولوجيا 
ييي  ياليي م مجييالات تكنولوجيييا المقيياييس الشخصييي   تثوامجييا  بلييم تم بصييواا اوتوماتيكييي  اليي 

لي  ييي  الوجي  ابيالام  ميو وصيو  ان مي  تم ات الماضيي  ولا يي ا  يتثيوا نيايعا  الوج  خيل  النينو 
يعييان  مييو مشيياك  لمتليي س و ليي  بنييب  هيي ا المجييا   ا  ولكييو لاييي  عمميييبصييواا  ا  لييمنييتون ناج

التغييياات الكبييياا فيي  صيوا الوجيي   يليي م العميي  المقتياك لبنيياي ن ييا  ك يوي لتميييي  الوجيي   اختيييات 
  انجييي ت  FERETصييوا العالمييي  القاعيي ا بيانييات مييو صييوا اما ييي  لمعمييي  المقتيياك مييو قاعيي ا 

معالجيييي  اولييييي  لليييي لا الصييييوا مييييو خييييل  تغييييييا لجيييي  هيييي لا الصييييوا بانييييتخ ا  انييييمو   عمميييييات
Bilinear    فقث  الوج لمنثق  صواا يض  مو ث  ت  التل ي  بمنتثي 

ابيي  و ليي  لقييوا لتميييي  الوجيي  فيي  هيي لا التج   Wavelets Transformationاعتميي ت
 انييييييييييتخ ا   انييييييييييتخاجت صيييييييييي ات الوجييييييييي  مييييييييييو خييييييييييل  الوجيييييييييي  تمييييييييييي ك ائتليييييييييا فيييييييييي  مجييييييييييا  

 ات البعي يو وبمنيتوييو  اختييات  الصيوا ال اعيي   ات   decomposition  Waveletsأنمو 
التا  ات الافقي  والعمو ي   ات البع يو  اختيات ه لا الصوا و ل  لقم  تلننيلا لتغيياات الصيواا 

عييو التييواي عناصيياها عميي  معمومييات ملميي  مجليي ا بقييوا تميييي  عالييي   قثعييت هيي لا الصييوا  فضييل  
العميي     انييتخ  Blockوانييتخ مت العيي و  الالصييائي  لانييتخاا  الصيي ات لكيي   Blocksبشييك  
  يقي ق  هي لا النتيائج تمثمي  بمقياييس نتائج ملنن تقنيات  قيق  لتلمي  التميي  والت  عكنت المقتاك 

 % بالمقاان  مع اعما  اخان ثالت ف  ن س المجا   09اكثامو % ال  57تااولت مو 
 

Abstract 
In recent year biometric technology has received a great attention. 

One of the newest area in biometric technologies is the automatic face 
recognition. Face recognition has developed over last decades and still a 
rapidly growing research area. Although, face recognition systems have 
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reached a level of practical success but still remains a challenging 
problem due to large variation in face images. The aim of the proposed 
work is to build an efficient automatic face recognition. Data base of 
gray-level images for the proposed system are selected from the Face 
Recognition Technology FERET. Then primary processing to these 

images are performed through the downsampled to each face by bilinear 
method. Then these images were masked by a rectangle that include face 
region only.  

Wavelets transformation is based for face recognition in this 
experiment due to their powerful efficiency in face recognition area. Face 
features were extracted through the use of the 2D 2-level wavelets 
decomposition. The 2D Vertical and Horizontal subimages are selected. 
These subimages are selected due to their less sensitivity to image 

variations. As well as their components form the most informative 
subimage equipped with the highest discriminating power. Then the 
images are segmented blocks, the Statistical moment is used to extract 
features per block. The proposed work used accurate techniques to 
analysis the recognition which reflects significant enhancement results.  
These results are represented by accurate measures varied from 75% to 
more than 100% compared with other system on the same area. 

 
1-  Introduction 

Biometric identification is the technique of automatically  
identifying or verifying an individual by a physical characteristic or  
personal attribute [8]. The term “automatically” means that biometric 
identification system must identify or verify a human characteristic 
quickly with no interference from the user. Biometric characteristics are 
divided into behavioral or physical categories. Behavioral biometrics 
regards such behaviors as signature and typing rhythms. Physical 
biometric systems use the eye, finger, hand, voice, and face, for 

identification. A face recognition system would identify person by simply 
recognize one another by unique facial characteristics [8]. 

Face authentication recently has received a great attention. It plays 
an important rule in civilian and military applications [4]. Face 
authentication classified to two methods they are identification 
(recognition) and verification [6]. Identification (who am I). Deals with 
system with input to the system are unknown face and the system 
responds back with a determined identity from database. Whereas in 

Verification (Am I Whom I am?) the system accept or reject the query 
face [4] [6]. 

Face recognition classified mainly to two methods, they are holistic 
and geometric method. Holistic method is commonly used in 1990's with 
well-known approaches Eigenfaces. While, geometric approach become 
very popular in 1980's, where the distance between eyes and shapes of 
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line connecting facial features were used [1][5]. The drawback of this 
methods is that there performance is not improved because they need 
threshold which affected by noise images [7]. 

Various techniques have been proposed in the literature for face 
feature extraction. These techniques could be classified into four main 

groups. They are the geometry-based, template-based, color-based and 
the appearance-based approach. The geometry based approach regards 
the geometric information as facial features. This information is relative 
positions and size of the face component such as mouth, noise and eyes. 
The template-based approach compare and match between the query face 
and priory defined patterns. Color segmentation, this technique isolate 
eyes and/or mouth as non-skin color region while regards other color skin 
as face color region. Finally, appearance-based approaches regard the 

extracted characteristics from face image as feature and should be 
included in feature vectors. These approaches are extremely used for face 
authentification [7]. 

There exists a various related study in the area of face recognition. 
Turk and Pentland (1991) use the Principle Component Analysis (PCA) 
for feature extraction and, nearest neighbor classifier for recognition. 
Another work by Lee (1996) use 2D Gabor filter for face feature 
extraction and Dynamic link Architecture for classifier. Also Eickeler, S. 

et al. (2000) apply 2D DCT for feature extraction and Hidden Markov 
Model (HMM) as classifier. Indeed, Lawrence et al. (1997) have been use 
Artificial Neural Networks [11]. These studies have drawbacks the 
features derived by PCA is variant to illumination causing rapid blur [6] 
while, Gabor Wavelets are sensitive to illumination change [11]. The 
proposed work uses appearance-based approaches through gray-level face 
images. These images are resized to a common size and 2-level wavelets 
decomposition transform is applied to these images. Only the vertical and 

horizontal packets are selected for feature extraction process. Then these 
packets are segmented to blocks. In order to extract feature for efficient 
face recognition we combine the methods of statistical moments with the 
direct use of wavelets components. Our proposed work differ from others 
work in that they use pixel-wise operation but the proposed work use 
block-wise approach to segment the vertical and horizontal subimages. 
The waveletface by Chien and Wu (2002) decompose the image into four 
packet and construct further subimages [6]. Also they used the eyes, 
mouth and noise as Region of Interest (ROI) with wavelets [10] while our 

system uses the whole face in block-wise form. 

 
2-  Introduction to Wavelets 

Wavelets are functions that are widely used in image and signal 
processing. They represent data or other functions from mathematics. 
Wavelets are similar to Fourier transform in representing function similar 
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to sine and cosine, but differ in representing data. Data are represented in 
both spatial and frequency domain simultaneously [5]. The continuous 
wavelets transform of 1D signal f(x) is computed by using equation (1): 
 

Wf, a(u, ξ) =   dt
a

t
htf

a







 






*

1
                                                    ……(1) 

 

Where a is scaling factor, ξ is the translation parameter corresponds to the 

location of window, and h*(t) is the transforming function and also called 

mother wavelet [5] [6] [3]. Discretized operation by re-constraining a and 

ξ to discrete form. 2D is usually evaluated by using a product of 1D filter 

[3]. The image is filtered simultaneously in row-wise to high and low 

pass filter denoted by H, L respectively. Then their results are 

decomposed in column-wise and down sampled by factor 2. This 

operation produces four subimages as shown in figure (1).  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
Figure (1):  1-level Wavelet Analysis Filter Bank 

 
The first subimage is represented in the form of low horizontal and 

vertical frequency denoted by (LL) channel. The second is represented as 

high horizontal frequency and low vertical frequency denoted by (HL)and 

known as Horizontal packet.  The third is (LH) which represents the low 

horizontal frequency and high vertical frequency channel known as 

Vertical Packet. Indeed, (HH) contain high frequency in both directions. 

These details are shown in figures (2-a) and (2-b) with wavelets 

decomposition [6] [3].  
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Figure (2): Wavelets Frequency Decomposition 
 

 

Various Literature works used the wavelets coefficient due to their 

efficiency in face recognition. Related works apply the 3-level subband 

wavelets transform for human face recognition through Principles 

Component Analysis (PCA). These subbands decompose an image into 

different frequency components [6]. The study by Dai & Yuen (2006) use 

wavelet to enhance discriminate analysis which is used effectively to 

solve small region problem such as image face recognition. Also, Mallat 

S. (1999) work use, 2D discrete wavelet transform which is known as 

multiresolution face recognition system. The multiresolution extract 

wavelet coefficients for both spatial and frequency domain [4].  

These subimages are known as wavelets-packet, they are linear 

combinations of wavelets function they reflect the powerful of wavelet 

bases in representing smooth images. The wavelet packet method is 

generalization of wavelet decomposition that offers a richer range of 

possibilities for signal analysis. Also used to construct various types of 

images with different spatial-frequency structure as shown in figure (3) 

The wavelets packets have been used in face recognition or face feature 

extraction [6].  
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Figure (3): two-dimensional wavelet 1-level decomposition of facial image  
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2-1  Wavelet  coefficients in Face Recognition 

The wavelet transform or the wavelet packet transform have been 
used for feature extraction in face recognition. These are used in three 
ways:  
1) The direct use of wavelet coefficients. This method regards the 

frequency components as features and stored in feature vectors. In 
general low frequency components produce best comparison power 
and invariant to image variations. The inefficiency of this method is 
that it produces irrelevant features due to the irrelevant/redundant 
information produced by this method [4][6]. 

2) The combination of wavelets coefficients produced features with 
minimum loss of information. This method is merged with traditional 
transformation such as (LDA, PCA) to enhance the discriminative 

features. Also, the use of different spatial-frequency subbands 
wavelets coefficients through statistical quantum [6][11].  

3) Searches for the best features in the wavelet packet library. This method 
offered the best discriminative coefficient to represent features in face 
recognition as a generalization of the wavelet transform, the wavelets 
packet not only offers us an attractive tool for reducing the 
dimensionality by feature extraction, but also allows us to create 
localized subbands of the data in both space and frequency domains [6]. 

 
3-  The proposed work 

The system use the appearance-based approaches with FERET 

(Face Recognition Technology), grayscale images of human heads with 
views ranging from frontal to left and right profile [13]. Also the database 
is designed with variable factors such as different expressions, different 
eyewear/hairstyles, with sad, happy, normal, with/ without glass and 
different illuminations. As well as, different position (near and far) from 
camera that varied the face view. We construct the visual database image 
by randomly choose 117 images accompanied with different coordinate 
as a visual database for training and testing phases. A sample of these 

images is shown in figure (4). 
 

  

 
 

Figure (4): a sample from database images 
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Subsequently, each face image is downsampled by bilinear 

methods to a size of 128x128. Then these images were forced on fixed 

face masks then processed. The training set was set up by a random 

selection of (or) samples per person from the whole database and the 

testing set was the remaining images. We used a total of 117 images for 

training and 50 images were selected randomly for testing from this 

database. Then apply the 2-D 2-level wavelet decomposition for our 

experiment. We select 2-D HL, LH subimages with 24x24 pixels each to 

perform our experiments. These subimages are selected for the reason 

that, these two subbands contain low frequency components. Generally, 

they are less sensitive to image variations. As well as these components 

form the most informative subimage equipped with the highest 

discriminating power. Then the images are segmented to 6x6 blocks with 

4 pixels per block the block-wise scheme is faster and efficient in 

processed than pixel-wise scheme. The procedure of the propsed work is 

shown in figure (5). 
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Figure (5): the procedure of the proposed work 
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4-  Face Feature Extraction 

Features are extracted efficiently through the combination of direct 
use of Wavelets components and the statistical methods. The statistical 
moment (second order) is used to compute the standard deviation (STD). 
The STD shows the contrast of an image. Standard deviation is defined 
mathematically by equations (2) [2]: 
 

   
2

1
2

1

1





N

ji

iijP
N

ij                                                                                                                                

 

As shown Pij is the value of the i-th gray color components of the 
image pixel j, N is the number of pixels in the block, while μii is the mean 
of the block ij . It is computed in equation (3) [2]: 
 





N

ji

ij Pij
N 1

1
                                                                                    …….(3)  

  

This moment is computed per block and produces feature vector 
for further process to both query face and the whole dataset images. Each 
vector represents the horizontal and vertical subimages. These vectors are 
denoted as STV1Q and STH2Q for query while, STV1 and STH2 for the 
dataset image as shown in equation (4), (5), (6) and (7) respectively. 

 

STV1Q=[σ00,………., σ23]                                                                   ....(4)    
STH2Q=[ σ00,………., σ23]                                                                  ....(5)    
STV1=[σ00,………., σ23]                                                                      ....(6)    
STH2=[ σ00,………., σ23]                                                                     ....(7)    
 

Then a comparison between the query image to each of the stored 
images in the database is computed, and the label of the best match is 
returned. The computation process is done by finding the difference 
between the query features vector and the data set image vector. This 
difference is produced by IMSUBTRACT (Matlab function) between 
(STV1Q and STV1) as well as (STH2Q and STH2). Then, the ten 
smallest differences with the corresponding image names are stored in 
new vectors for both horizontal and vertical packets. These vectors are 
union and the repeated image names are regarded as the most similar face 
images to be displayed as a recognition results.  

 

5-  experimental results 

          The work aim to recognize and analyze the faces images. These are 
done by selecting 117 face images for training and testing from FERET.  
A sample of the results from the proposed work is shown in table (1). 
These results are described as values represent the number of relevant 
database images, number of retrieved images and the number of relevant 
retrieved images. The results are shown as images in figure (6-b) and    
(7-b) respond to the entered images in figure (6-a) and (7-a) respectively. 

                        ....(2) 
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           Table (1): the results of testing the proposed work 
 
 

Relevant 

Images 

 Retrieved 

Images 

NO. of Relevant 

Dbase Images 

Image 

Name 

6 6 10 1 

7 7 7   2 
10 10 10 3 

6 6 6 6 

10 10 10 7 

8 8 10 8 

3 4 4 12 

4 5 5 20 

4 6 4 21 

4 5 6 30 

5 5 10 31 

4 8 4 42 

8 9 9 43 

9 9 11 44 

7 9 9 46 

8 10 9 47 

4 5 5 52 

4 5 5 55 

6 7 6 57 

6 9 6 58 

5 6 6 60 

5 6 8 70 
7 9 8 71 

5 6 8 72 

2 2 3 80 

6 7 8 82 

6 7 10 90 

5 6 10 97 

7 7 10 103 

2 2 4 107 

4 4 6 110 

6 6 6 111 

5 6 6 115 
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          (a)                                                                      (b)   

Figure (6): the results of the proposed system 
               (a): The query image       (b): The Retrieved Images                  

 

      

 

   

   

   

   
 

(a)                                                                    (b)              

 

Figure (7): the results of the proposed system 
(a): The query image         (b): The Retrieved Images 
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6-  Results Analysis 

In order to measure the performance evaluation of the proposed 

work. The precision and recall are measured over the entire database. The 

precision measures the ratio between the relevant images retrieved to the 

total number of images retrieved, the relevant images are recognized 

manually. Recall measures the percentage of the total, relevant images 

retrieved. Mathematically Precision (P) and Recall (R) are defined by 

equations (8) and (9) respectively [9]: 
  

P =  
R

R

R

N

N
                                                                                               ....(8) 

 

R = 
R

R

R

N

N
                                                                                                ....(9)  

 

Where N
R
R  is the number of relevant images retrieved, NR is the total 

number of images retrieved and N
R
 is the total number of relevant images 

in the database. The precision and recall of 34 images is selected 

randomly as a sample from the 50 test sample images and recorded in 

table 2.  

 

 
Table 2: Performance evaluation of the proposed system 

 

Recall Precision Image Name 

0.6 1 1 

1 1 2 
1 1 3 

1 1 6 

1 1 7 

0.8 1 8 

1 0.75 12 

0.8 0.8 20 

1 0.67 21 

0.67 0.8 30 

0.5 1 31 

1 0.5 42 

0.89 0.89 43 

1 0.82 44 

1 0.79 46 

0.89 0.8 47 
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Recall Precision File Name 

0.8 0.8 52 

1 0.8 55 

1 0.86 57 

1 0.67 58 

1 0.85 60 

0.62 0.84 70 

0.88 0.78 71 

0.62 0.83 72 

1 0.67 80 

0.85 0.75 82 

0.6 0.86 90 

0.75 0.86 82 

0.5 0.84 97 

0.7 1 103 

0.5 1 107 

0.67 1 110 

1 1 111 

1 0.84 115 
               

The performance evaluation of our proposed system is plotted in figure 

(8). This figure shows that most of precision and recall values are ranged 

between 0.7 up to 1 which reflects the enhancement of this work. 
  

0 5 10 15 20 25 30 35
0.5

0.55

0.6

0.65

0.7

0.75

0.8

0.85

0.9

0.95

1

P
re

c
e
s
io

n
 a

n
d
 R

e
c
a
ll

Image Name

The Performance Evaluation of The System

Precesion

Recall

 
 

Figure (8): the performance evaluation of the proposed system 



Thamir Abdul Hafidh  &  Israa Mohamed Khidher 

 63 

In order to test the efficiency of the proposed work, we compare 

our proposed work presented above with another related work used face 

images from FERET visual database. That work is titled "Face 

Recognition by Applying Wavelet Subband Representation and Kernel 

Associative Memory" [12]. The recognition accuracies (precision) of the 

related work vary from 83.3% to 91.6%. The recognition accuracies 

(precision) of the related work vary from 75% to 100%. These results 

show the enhancement of the proposed work over the related work, where 

the accuracies exceeds the measures of the others work. Table (3) shows 

the results of the comparison. 

 
Table (3): Performance Evaluation Comparison 

         

Value Proposed work Related work 

 Minimum Maximum Minimum Maximum 
Recognition Rate 

Percentage 
75 100 83.3 91.6 

 

 

 

-  Conclusion 
Here, proposing for a bioinformatics system through the face 

recognition. The difference between the proposed work and others is that, 

we select the 2D wavelets vertical and the horizontal subimages. While 

others use the whole four subimages or isolate ever face region from 

approximation packet. The selected images were segmented to blocks. 

The image is treated in block-wise scheme while the others use pixel-

wise scheme. The block-wise is performed faster than others method that 

used pixel-wise scheme. Successful results were achieved for automated 

face recognition system. These results were measured with Precision 

mostly varied between 70% to more than 90% and Recall ranged from 

80% to 100%. 
In future work we try to use colored face images. Also this system 

will be developed to be used for security system area. Finally an idea to 

develop the system to detect and isolate face image from combined 

images.   
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